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Summary: The article deals with traffic management under Regulation 2015/2120. Basic technical aspects of Internet traffic have been described. The terms used in Regulation 2015/2120 have been characterized, in particular traffic management itself and traffic management measures. Both reasonable and exceptional traffic management measures in line with Regulation 2015/2120 have been analyzed in detail. Contractual obligations and commercial practices, which do not constitute traffic management measures but are functionally similar to them, have also been mentioned.
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Summary: The article concerns issues of Information and Communication Technologies (ICT) in the health care sector. The legal concepts used in the discussed field are presented. Threats related to the protection of sensitive data, including information on patients' health, are highlighted. The state of the computerization of health care in Poland has been analyzed in the context of the forthcoming introduction of the obligation to create medical records in an electronic form.
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Summary: The objective of the study is to indicate the relationship between legal rules contained in provisions on personal data protection and in telecommunications law with relation to legitimate use of software installed on user devices (called in English ‘cookies’). The subject of the article is to show applicable legal rules in the context of the reform of the legal framework of the European Union on the protection of personal data, with particular attention to the way information is provided and consent [from the users] obtained, by those service providers that are obliged to do so.
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Summary: The article presents the prerequisites for assessing the existence of the obligation of the President of UKE, as a body of central government administration, to respond to the enquiries of a telecommunications enterprise about satisfying the conditions of entry into the register of telecommunications enterprises, taking into account the nature of the services which that entrepreneur is planning to provide. In order to determine the sources of the obligation of the President of UKE
to reply to the enquiries of a telecommunications enterprise regarding the interpretation of legal rules applicable to telecommunications activities, the article presents an analysis of the provisions of the Administrative Procedures Code, the Telecommunications Law and the provisions of the Act on access to public information. The issue presented in this article is significant from the point of view of the practice of conducting telecommunications activities.
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Summary: The article analyses legal, technical and organizational conditions related to the establishment of certified mechanisms of monitoring internet access service quality in EU Member States in connection with the provisions of EU Regulation 2015/2120. Certified mechanisms are necessary in order to allow consumers to take advantage of the presumption of an inappropriate service performance by a service provider in case of discrepancies between the measurements results and the quality requirements set out in the service contract. The article analyses the nature of the obligation of providers concerning service quality, effects of performing the measurements, making use of the certified mechanism, and the requirements of certification. Presented are the activities undertaken in EU Member States, in particular in Poland, to establish certified monitoring mechanisms as well as main difficulties in performing this task.
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Summary: This paper deals with the issue of media pluralism and media ownership by presenting relevant regulations in selected EU countries.
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Summary: This article analyzes the draft of the Regulation of the Council of Ministers on the requirements and manner of providing access and recording conditions for telecommunications data and data transmission and types of telecommunications activities or types of telecommunications undertakings not subject to this obligation. This project will finally replace the Regulation of the Council of Ministers of 13.9.2005 on the fulfillment by telecommunications undertakings of duties and obligations for defense, state security and public order. Two issues are the subject of the analysis in this paper, both of which have important practical significance. First, the scope of the exemption from the obligation to provide conditions for access and recording. Second, the duties concerning the protection of classified information. The Draft Regulation foresees an extension of the scope of the exemptions from these obligations, which, however, still appear to be insufficient. On the other hand, solutions benefiting small and medium-sized enterprises are being adopted with respect to the protection of classified information in the Draft Regulation.
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